**BeDisruptive porta la Cybersecurity a Maker Faire**

.

* BeDisruptive organizza per la prima volta a Maker Faire un hub esclusivo dedicato alla cybersecurity, uno dei settori in più rapida crescita al mondo.
* Un ricco programma di tavole rotonde e workshop dal 20 al 22 ottobre presso il Padiglione 5 di Roma.

**Roma, 16 Ottobre 2023 –** BeDisruptive, boutique tecnologica specializzata in cybersecurity, parteciperà in qualità di Cybersecurity Expert Partner a Maker Faire, l'evento annuale dedicato all'innovazione, alla tecnologia e alla creatività, che si terrà a Roma dal 20 al 22 ottobre 2023. L’evento affronterà tutte le componenti chiave dell’innovazione: dalla manifattura digitale all’Internet of Things (IOT), dalla robotica all’intelligenza artificiale, dall’economia circolare all’agritech, dal digital manufacturing agli e-sports passando per i big data e l’aerospazio, fino alle ultime scoperte del metaverso e della realtà aumentata.

BeDisruptive, una delle aziende leader nella cybersecurity in Italia, ha scelto di partecipare come sponsor in particolare come Cybersecurity Expert Partner, portando per la prima volta alla Maker Faire un hub completamente dedicato alla cybersecurity, uno dei settori che sta crescendo di più nel mondo. La presenza di BeDisruptive con uno stand di 100 mq nel Padiglione 5 “Discover” della fiera con i suoi partner tecnologici, Palo Alto Networks, Osservatorio Cybersecurity & Data Protection della School of Management del Politecnico di Milano e Smartfense, rappresenta un significativo passo avanti nella creazione di una rete italiana di Cybersecurity con l’obiettivo di diffondere la cultura della sicurezza informatica, puntando anche a educare i giovani e gli appassionati di innovazione consapevoli che la tecnologia e il progresso siano fondamentali, ma in sicurezza.

Nello specifico, Il **20 ottobre**, BeDisruptive organizzerà la tavola rotonda "**Azioni per implementare una postura di sicurezza di successo per le aziende private e pubbliche: identificare, proteggere e recuperare** ". Tra i relatori vi saranno **Roberto Provenzano**, Country Manager per l'Italia di BeDisruptive, **Alessandro Piva**, Direttore dell’Osservatorio Cybersecurity & Data Protection della School of Management del Politecnico di Milano, e rappresentanti di importanti infrastrutture critiche italiane e Istituzioni. Questi esperti saranno moderati da **Gerardo Costabile**, Coordinatore scientifico Cybersecurity Maker Faire, e discuteranno diversi temi, tra cui le tendenze degli attacchi informatici nel 2023, lo sviluppo delle minacce ransomware, le principali sfide affrontate dalle aziende italiane e le strategie per affrontarle con successo.

Il **21 ottobre**, BeDisruptive terrà **due workshop** presso le aree TALK della fiera tenuti da due esperti di cybersecurity del SOC di BeDisruptive di Roma, con un approfondimento su due temi cruciali legati alla sicurezza in rete. Nel primo, **Carolina Andrade** – Cyber Threath Intelligence Analyst di BeDisruptive - analizzerà il tema delle "Digital Prints," sottolineando l'importanza di essere consapevoli delle tracce digitali che lasciamo online e delle misure necessarie per salvaguardare i nostri dispositivi e la nostra privacy da potenziali rischi. Il secondo workshop sarà incentrato sulla prevenzione del phishing e delle frodi online, con il relatore **Dario Vaccaro**, Offensive Security Coordinator di BeDisruptive. Sarà enfatizzata l’importanza della consapevolezza e della cautela nella prevenzione di attacchi di phishing, dato che il 90% degli attacchi informatici inizia appunto con una e-mail di phishing.

Durante l’intero weekend, presso lo stand di BeDisruptive, sarà possibile assistere a panel dedicati alla tematica della sicurezza informatica. Verranno affrontati temi come l'innovazione e la cybersecurity nel cloud, come mantenere il perimetro di sicurezza nelle organizzazioni con una trasformazione digitale sempre più veloce; il ruolo dei Security Operation Center, le competenze necessarie per diventare consulenti cyber, i servizi di Sicurezza Gestiti, il funzionamento di un SOC e il Red Team e le tecniche di phishing. Cristian Fassi di Smartfense, partner tecnologico di BeDisruptive, terrà uno degli speech del sabato da titolo “Gestione del rischio umano. Insider o Alleato” in cui racconterà i diversi approcci per un programma di Awareness di successo e duraturo, in base alla maturità e all'impegno del responsabile in sicurezza informatica e alla sua percezione dell'utente.

Un'opportunità preziosa per apprendere da professionisti del settore e scoprire quali sono le best practice da mettere a terra.

I visitatori dello stand BeDisruptive saranno messi alla prova in un gioco d’azione che intreccia crittografia, abilità manuali e tecnologia per aggiudicarsi un premio.  
La sfida consiste nel decifrare un codice segreto per sbloccare una cassaforte, dove troveranno sia una scheda RFID che la Flipper Zero. La Flipper Zero, elemento chiave di questo gioco, dovrà essere utilizzata per clonare la scheda RFID. Una volta ottenuta con successo la copia della scheda, i partecipanti potranno utilizzarla per accedere a una scatola misteriosa che contiene il premio tanto desiderato. Cosa si nasconde al suo interno? L'invito è aperto a tutti: scopritelo visitando BeDisruptive al padiglione 5 e mettendovi alla prova in questa entusiasmante sfida!

###

BeDisruptive è la boutique tecnologica specializzata in sicurezza informatica che accompagna i propri clienti nella progettazione di soluzioni ad hoc e nel mantenimento di un ambiente digitale sicuro. Presente a Roma, Madrid, Panama City e prossimamente a Milano e Washington DC, BeDisruptive aiuta a proteggere le informazioni e gli asset dei propri clienti limitando efficacemente le minacce reali e potenziali, in modo da poter avanzare con la sicurezza informatica nella transizione digitale verso un futuro senza limiti. La società è specializzata nei settori bancario, sanitario, energetico e della pubblica amministrazione. Grazie a un team di professionisti con oltre dieci anni di esperienza in cybersecurity, fornisce, attraverso un approccio “disruptivo”, i più avanzati servizi di sicurezza informatica, adattando soluzioni all’avanguardia e curando ogni dettaglio nei processi. Ulteriori informazioni su [web](https://www.bedisruptive.com/it/), [LinkedIn](https://www.linkedin.com/search/results/all/?fetchDeterministicClustersOnly=true&heroEntityKey=urn%3Ali%3Aorganization%3A40715988&keywords=bedisruptive&origin=RICH_QUERY_TYPEAHEAD_HISTORY&position=0&searchId=e06d6d86-af97-4a78-9ead-1fe621b8cafc&sid=uD(), [Twitter](https://twitter.com/Bedisruptiveit) e [Instagram](https://instagram.com/bedisruptiveit?igshid=MzRlODBiNWFlZA==).
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